


WSTĘP

“Every business is a software business now. 

Agility isn't an option, or a thing just for teams, it is a business 

imperative. But we struggle building big systems … “ —Dean Leffingwell
Creator of SAFe

Modelowanie procesów SMS oraz 

implementacja SMS na przykładzie 

aplikacji V-SMS.
Prowadzący: 
Marek Lewandowski V-SMS



PLAN PREZENTACJI

1. Zintegrowany system zarządzania:
 Koncepcja zintegrowanego systemu zarządzania
 Przedstawienie przykładowych procesów SMS 
 Korzyści wynikające z wdrożenia aplikacji wspomagającej zarządzanie

2. Przykłady wykorzystania aplikacji V-SMS w wybranych obszarach – implementacja w 
dużych i małych organizacjach:

 System zarządzania bezpieczeństwa 
 System zarządzania zgodnością

3. Kierunki rozwoju systemów informatycznych w zarządzaniu.



ZINTEGROWANY SYSTEM ZARZĄDZANIA

Koncepcja zintegrowanego systemu zarządzania:
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PRZYKŁADOWE PROCSY SMS Głowne elementy SMS:

 Identyfikacja zagrożeń ( metody identyfikacji zagrożeń mogących wpłynąć na 
organizację )

 Zgłaszanie zdarzeń ( raportowanie – proces zbierania danych dot. 
bezpieczeństwa )

 Zarządzanie ryzykiem ( standardowe podejście do oceny ryzyka oraz 
wprowadzenia działań kontroli ryzyka )

Pomiary osiągów ( wykorzystanie narzędzi w celu odpowiedzi na pytanie: czy 
cele w zakresie bezpieczeństwa zostały osiągnięte )

 Zapewnienie jakości
/bezpieczeństwa ( procesy oparte na zasadach wynikających z zarządzania 

jakością wspierające ciągłą poprawę osiagów w zakresie 
bezpieczeńśtwa )



PRZYKŁADOWE PROCESY CMS
Głowne elementy CMS:

Program monitorowania 
zgodności ( plan audytów w organizacji oraz szkolenia)

Audyty i kontrole ( metody identyfikacji nieprawidłowości mogących 
wpłynąć na organizację )

 Zarządzanie 
niezgodnościami ( raportowanie – proces zbierania danych dot. 

zidentyfikowanych nieprawidłowości )
Nadzór nad działaniami

naprawczymi     ( prowadzenie rejestrów i zapewnienie 
dostępu do informacji )  

Kontrola dokumentów ( standardowe podejście do oceny ryzyka oraz 
wprowadzenia działań kontroli ryzyka)



Aplikacja internetowa wytworzona w najnowszych  
i popularnych technologiach:

 Python Django (Yahoo, Google, Youtube, 
Dropbox i wiele innych)

 PostGreSQL
 Bootstrap

Dostępna w wersji serwerowej oraz w chmurze.

PRZEDSTAWIENIE APLIKACJI



To zestaw narzędzi wspierających procesy
i procedury oraz zapewniających zgodność
z wymaganiami / przepisami w obszarach takich
jak:

 Bezpieczeństwo 
 Jakość
 Ochrona
 Środowisko
 Zarządzanie firmą

PRZEDSTAWIENIE APLIKACJI



Co możemy poprawić i jak wykorzystać system 
informatyczny?

 Poziom bezpieczeństwa (!)

 Wspólne repozytorium danych - ciągły dostęp do wszystkich
informacji w systemie

 Przesyłanie i uzgadnianie informacji - automatyzacja procesów i
procedur lub wsparcie i optymalizacja procesów

 Wymagany czas do wdrożenia personelu - intuicyjność i łatwość
obsługi oraz oszczędność czasu oraz zasobów w firmie

 Dostępność - zdalne zarządzanie – zawsze i wszędzie (tablet,
smartphone, komputer)

 Koszty / Czas- niskie koszty / więcej czasu na… SMS

 Nadzór – dostęp do wybranych danych / automatyczne wysyłanie
raportów.

PRZYKŁADOWE KORZYŚCI 



PRZYKŁADOWE DANE WEJŚCIOWE

SMS / QMS / CSM
 Zgłoszenia– system raportowania 

zdarzeń
 Audyty / inspekcje / przeglądy -

kwestionariusze
 Zarządzanie zmianą
 Analizy i ocena ryzyka 
 Analizy GAP 
 Zalecenia bezpieczeństwa / inne
 Zidentyfikowane zagrożenia
 Usługi zewnętrzne
 Szkolenia
 Procedury
 Przepisy i wymagania
 Dokumentacja (kontrola 

dokumentów)
 Lessons learned 
 Kwalifikacje
 Opisy stanowisk
 Struktura orgranizacyjna
 Raporty
 Utrzymanie certyfikatu
 itd.

Ogólne / użytkownik / a/c
 Profil użytkownika
 Informacje o firmie
 Dane kontaktowe (imię, 

nazwisko, email, numer 
telefonu itd.)

 Stanowiska
 Grupy (komórki organizacyjne, 

grupy zadaniowe)
 Uprawnienia konta 

(administrator, Zarząd, SM, 
pracownik, kierownik kom. org.)

 Licencja, uprawnienia

Szkolenia 
 Program szkoleń - planowanie
 Symulator – planowanie ćwiczeń
 Materiały – e-learning
 Ewaluacja szkolenia
 Dokumentowanie działań itd.

CAMO – PART 145
 Licnencje - personel
 A/c – obsługa, przeglądy, części, 

remonty, naprawy itd.
 Utrzymanie certyfikatu itd.



WPROWADZANIE DANYCH DO SYSTEMU I DANE WYJŚCIOWE - IMPLEMENTACJA

Import danych z obecnie 
działających systemów

Wprowadzenie danych i 
konfiguracja manualna 

Raporty (wykresy), wyniki audytów, 
potwierdzenia / przypomnienia, bieżąca 

informacja, wskaźniki, dokumenty itd.



ZARZĄDZANIE DOKUMENTACJĄ  



FORMULARZE i MACIERZE

Dynamiczne formularze oraz kilka macierzy ryzka



PROCEDURY I DOKUMENTY



PROCEDURY I DOKUMENTY

Dokumentacja firmy np.:
Procedury, instrukcje, polityka 
Kontrola dokumentów
 Zmiany i nowe przepisy / wymagania -> Zarządzanie zmianą
 Zatwierdzanie / uzgadnianie / publikacja
Potwierdzenie zapoznania z dokumentem



CELE I ZADANIA

Cele i zadania (oraz WSKAŹNIKI – KPI/SPI)
 Określanie zadań oraz monitorowanie ich realizacji
 Cele (objectives) i wskaźniki (SPI) generowane automatycznie na 

podstawie danych w systemie np.:
 bazujące na ilości zdarzeń (z uwzględnieniem określania 

poziomów alarmowych poszczególnych rodzajów zdarzeń)
 bazujące na kryterium czasu

 Cele i wskaźniki określane manualnie 



CELE I ZADANIA - WSKAŹNIKI

Jak mierzymy?
Dane w systemie oraz dane wynikające np. z przeprowadzonych 
audytów/przeglądów/inspekcji.
Podstawowe dane / kryteria:
 Ilość – zgłoszenia, niezgodności, wypadki, incydenty, publikacje, spotkania, 

zalecenia, nowe przepisy/wymagania 
 Czas – raporty miesięczne, kwartalne, roczne, czas reakcji, nalot itd.

WSKAŹNIKI – co mierzymy? 
 wydajność systemu 
 poziom bezpieczeństwa (np. obszary zwiększonego ryzyka)



WYMAGANIA PRAWNE I POZOSTAŁE DOKUMENTY 

Obowiązujące przepisy, najlepsze praktyki, 
dokumentacja SMS (np. materiały 
pomocnicze):
 baza obowiązujących dokumentów 
 wyszukiwanie i nadzór nad dokumentacją
 terminy obowiązywania poszczególnych 

dokumentów
 załączniki i linki do dokumentów źródłowych



WDRAŻANIE PRZEPISÓW / WYMAGAŃ 

Menadżer implementacji:
 tworzenie dedykowanych kwestionariuszy 
 dynamiczne formularze
 informowanie użytkowników o planowanych kontrolach
 generowanie wyników



UŻYTKOWNICY - LISTA

Informacje o kontach użytkowników:
 Szybki dostęp do danych 

kontaktowych
 Zarządzanie kontami – z poziomu 

administratora
 Podgląd informacji – z poziomu 

użytkownika
 Możliwość dostosowania wyglądu 

(np. nagłówki)
 Zarządzanie umiejętnościami



PROFIL UŻYTKOWNIKA

Podstawowe dane:

 Dane kontaktowe (imię, nazwisko, email, 
numer telefonu itd.)

 Stanowisko
 Grupa (komórka organizacyjna);
 Uprawnienia konta (administrator, Zarząd, 

SM, pracownik, kierownik kom. org.)

Dane dodatkowe:

 Kwalifikacje (certyfikaty) / kompetencje 
(porządane umiejętności)*

 Licencje
 Uprawnienia
 Szkolenia
 Badania lekarskie*



PROFIL UŻYTKOWNIKA – GŁÓWNE POWIĄZANE MODUŁY



OCENA I ANALIZA ORAZ MONITOROWANIE ZGŁOSZEŃ

Metoda reaktywna – polega na reagowaniu na wydarzenia, które już się 
zdarzyły np. wypadki, wydarzenia incydenty. Jest aktywowana dopiero w 
momencie gdy coś się wydarzy.

Przykładowa kolejność korzystania z poszczególnych modułów.



ZGŁOSZENIA – OCENA I ANALIZA

Zarządzanie zgłoszeniem:
 Status (monitorowanie 

zgłoszenia)
 SOAM LUB BOWTIE 
 SHELL
 Podgląd informacji 
 Klasyfikacja

 Szybkie zadania
 Komentarze
 Historia edycji



ZGŁOSZENIA – OCENA I ANALIZA - KLASYFIKACJA

Klasyfikacja zdarzenia –
słowniki zgodne z ECCAIRS 
(kody ATA)



ZGŁOSZENIA – POWIĄZANE MODUŁY

Poszczególne moduły umożliwiają 
szybki podgląd i prezentację 
graficzną danych w systemie 

Filtry umożliwiają wybór: 
 konkretnej grupy zgłaszających 

(np. baza w (..))
 przedziału czasu
 kategorii zdarzenia (np. utrata 

łaczności)
 A/c itd.



AUDYT – PRZEGLĄD - GAP



AUDYT – PRZEGLĄD - GAP



AUDYT – PRZEGLĄD - GAP

Przykładowy klucz do pytań:

NP – Not Performed - Niewykonane

P – Planned - Zaplanowane

DOC – Documented - Udokumentowane

I – Implemented - Wdrożone

DEM – Demonstrated - Zademonstrowane

O – Other - Inne



AUDYT – PRZEGLĄD - GAP

Przykładowy klucz do pytań:

C – Compliance / comformance – zgodność

PC – Partial conformance – częściowa zgodność

NC – Non Compliance / conformance – brak 

zgodności 

NV – Not verifiable – brak możliwości 

zweryfikowania

NA – Not applicable – nie ma zastosowania

O – Other - inne



AUDYT – PRZEGLĄD – GAP - WYNIKI



AUDYT – PRZEGLĄD – GAP - WYNIKI



ZADANIA



ZADANIA

Moduł umożliwia  zarzśdzanie 
zadaniami w tym:
 sortowanie / filtrowanie
 monitorowanie statusu 

realizacji 
 dodawanie kategorii

Moduł ten może być 
wykorzystywany do zarządzania 
wszelkimi zadaniami.



RZECZY DO ZROBIENIA – UŻYTKOWNIK



TTD – RZECZY DO ZROBIENIA



PREZENTACJA APLIKACJI 



KIERUNKI ROZWOJU SYSTEMÓW INFORMATYCZNYCH

Wszystko było kiedyś projektem…

Wraz ze zwiększeniem specjalizacji i podziałem zadań potrzebne 
są skuteczniejsze metody zarządzania zasobami…

Dobrym przykładem do naśladowania jest właśnie branża 
oprogramowania – Agile!



KIERUNKI ROZWOJU SYSTEMÓW INFORMATYCZNYCH

1. Wykorzystanie dostępnych i sprawdzonych narzędzi oraz 
metodologii do zarządzania bezpieczeństwem i planowania 
zadań – Gantt, Program Board.



KIERUNKI ROZWOJU SYSTEMÓW INFORMATYCZNYCH

2. Integracja z wykorzystywanymi systemami zarządzania ruchem 
lotniczym oraz UAV– zbieranie i analiza danych w czasie 
rzeczywistym.

Przykładowy scenariusz:
Na podstawie otrzymanych informacji inteligentny system 
identyfikuje zagrożenie i istniejące bariery ograniczające ryzyko.
SM otrzymuje w czasie rzeczywistym wyniki analizy 
przeprowadzonej przez system  - poziom ryzyka oraz wskazówki 
odnośnie podjęcia dalszych działań.



DZIĘKUJĘ ZA UWAGĘ.     

V-SMS.pl


